Publicado en Madrid el 27/04/2022

# [El 90% de las advertencias de seguridad son ignoradas por los usuarios, según Redkom](http://www.notasdeprensa.es)

## La mayoría de los estudios realizados por profesionales indican que el 90% de los mensajes que el sistema informático del ordenador suele ser ignorados por los usuarios. Una empresa experta en informática advierte de los peligros de ignorar esta información

 Los mensajes que aparecen emergentes en el ordenador pueden llegar a ser realmente molestos, sobre todo si el usuario está llevando a cabo una tarea importante que requiere toda su atención. Estas alertas, que en la mayoría de los casos las personas ignoran, son, en ocasiones, de alta importancia, puesto que suelen pertenecer a avisos de amenazas de malware. Por lo tanto, ignorar estos avisos puede poner en un riesgo el ordenador y, sobre todo, a toda la información confidencial que este contiene. Una gran cantidad de estudios realizados a lo largo de la historia digital que ha vivido el ser humano hasta ahora afirma que el 74% de los usuarios ignoran las advertencias de seguridad a la hora de cerrar pestañas en el navegador, mientras que el 79% ignoran las advertencias que el sistema envía a la hora de visionar videos. Un aplastante 89%, por otra parte, ignoran las advertencias que el sistema envía por el hecho de estar transfiriendo información, siendo esta advertencia de las más importantes a tener en cuenta para una buena salud informática. Redkom, una empresa experta en informática que lleva una carrera de años de experiencia detrás, advierte de los peligros de ignorar estos avisos que los equipos informáticos dan a los usuarios. Uno de los peligros más habituales a los que los usuarios se enfrentan si ignoran un mensaje de tipo alerta de seguridad del sistema operativo del ordenador es que se pueden dañar los archivos y programas del mismo. Las empresas, no obstante, son las que más riesgo corren si se trata del robo de los datos de su empresa o si un ciberdelincuente accede a sus archivos y los cifra para exigir que la empresa pague el rescate de esos archivos. Cuando hay una actualización disponible es fundamental hacer caso al ordenador y actualizarlo adecuadamente, de lo contrario, el ordenador se dejará vulnerable a algunos virus. En la mayoría de los casos una actualización se realiza con la finalidad de proteger al dispositivo de ciertos virus. Si la actualización disponible es la de antivirus también es fundamental llevarlas a cabo, ya que las amenazas cambian de forma constante y la protección debe hacerlo también. Las alertas por amenaza detectada son, sin lugar a dudas, de las más delicadas y a las que más se debe hacer caso, puesto que significa que el software ha detectado un malware. Es muy importante tomar medidas para eliminar esas amenazas.
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